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The Libyan International University offers a Master of
Science degree in Networks and Cybersecurity to meet the
growing demand for cybersecurity skills in response to
evolving global digital threats

Libyan International University
Engineering and Technology
Master’s in Networks and Cybersecurity
Master’s in Networks and Cybersecurity
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Master's in Networks and Cybersecurity
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Program Mission

This master's program aims to provide advanced education in
networks and cybersecurity, focusing on meeting the needs of
students, employers, and other stakeholders. The program empha-
sizes high-quality academic concepts to enhance job opportunities
and further educational prospects

Program Objectives

® Broad study in the field of networks and cybersecurity

e Fundamental intrusion detection, cryptography, 10T security,
and cloud security skills

® Mastery of the complexities of computer networks and security
vulnerabilities

o Application of cybersecurity philosophies, techniques, and tools
o Development of solutions to combat cyberattacks

® Understanding legal and ethical issues in computer networks

® Ability to defend against cyber threats and assess damages

® Execution of a significant individual project

Admission Requirements

® Bachelor's degree in Information
Technology, Computer Science, or
Communication Engineering

e Mandatory Courses: Computer
Networks, Operating Systems,
Computer Programming, Network
. Security

10,000 LYD

for each of the first
three semesters

15,000 LYD
English Language Requirements: for the fourth semester

Passing an English proficiency test

Program Structure

The Master's in Networks and Cybersecurity program is a full-time,
It is organized into modules (courses) .(semesters 4) two-year
hours of lectures per week, excluding time spent on 3 consisting of
exercises, seminars, and practical training. The program requires at
credit 6 credit hours, in addition to 30 courses totaling 10 least
hours for research or a thesis

Students without a computer network specialization must
complete remedial courses based on their background. Students
courses listed in the table -to your right- 4 are required to complete
Additionally, students must submit a graduation project in
Networks and Cybersecurity
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Computer Networks Computer Programming
Operating Systems Network Security

The Program Required (Core) Courses

Cybersecurity threats and vulnerabilities —
Advanced Computer Networks —
Network Security and Defense —
Programmable Networks (SDN) n
Research Methods and Professional Skills —
Cryptography n
Intrusion Detection and Prevention Systems on SDN —
Ethical Hacking and penetration testing —
1 Elective —
2 Elective n
MSc Project in Cybersecurity “
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Elective Courses (two courses required)
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